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1. Discussion
In the last meeting, the CT3 LS (S2-2107031, LS from CT WG3: LS on PDU Session ID assignment for the Interworking scenario) is discussed. The scenario of issue is:
1) UE is 4G only UE, and has 5G subscription.

2) The UE establishes a PDN Connection-A (APN1) in 3GPP. MME allocate EBI x as the default/linked EBI of this PDN Connection. The SMF creates PDU Session ID (i.e. x+64) according to default/Linked EBI.

3) The UE moves to non 3GPP, the PDU Session ID is kept the same, and the MME release all EBIs of this PDN connection;
4) The UE establishes a new PDN Connection-B (APN2) in the 3GPP side, and the MME allocates EBI x as the default EBI of this PDN Connection. And then the SMF would create the same PDU Session ID (x+64) as the one in Step 2, according to the current specification.

So there is PDU session ID conflict.

There are 3 potential solutions of this issue

A1: APN+PDU session ID as the key in PCF, CHF, tracing in order to disambiguate the PDU Sessions (in S2-2107164)

    This approach changes the basic key in the PCF, which impact the normal PDU session. This is not preferred
A2: PDU session ID change/replacement (in S2-2107486)

    In several meeting ago, about the LS from CT1 on the N1 NAS off the PDU session ID change/replacement solution was discussed. 3GPP decided that to avoid the issue caused by PDU Session ID change, the UE always send PDU session ID even if its N1 NAS capability is switched off. Similar reason with this previous discussion (avoiding having to support PDU Session Id change at SMF, PCF, CHF, tracing, UDM), the PDU session ID change/replacement solution is also not preferred.
A3: UDM based approach (in S2-2107641)
For the scenario that network creates the PDU session ID, to avoid the PDU session ID confliction, a central control point is needed. UDM can be the suitable candidate.

SMF is not suitable because there may be different SMF+PGw-C for different APN. PCF is also not suitable, because the PCF may be different for different PDN connections.

So this paper proposes to move forward with UDM based solution.
Proposal 1: Take the UDM based solution as way forward.
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Figure 1. the PDU/PDN establishment
Figure.1, describes the interaction among SMF+PGW-C, PCF and UDM during PDN connection/ PDU session establishment as in Rel-15 version of the specifications.
In order to the UDM as the central point for PDU Session ID allocation, there are 2 potential solutions:

Solution 1: Registration (Nudm_UECM_Registration) based solution 
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Figure 2. Registration based solution
In this solution, the SMF+PGW-C invokes Nudm_UECM_Registration (SUPI, PDU session ID) before it establishes the SM policy association with the PCF. 

In the step 4a, the PDU session ID can a default value (e.g. 255), or PDU session ID determined using existing mechanism (default EBI+64), as providing the PDU Session ID in Nudm_UECM_Registration is required. The UDM returns the confirmed PDU ID if needed (e.g. if UDM detects a conflict, it can assign a new PDU session ID, or if input is 255, it can assign a new PDU session ID). After step 4, the UDM has the session information for this PDN connection and the SMF can contact PCF, CHF etc….
Solution 2: New Dedicated service operation

[image: image3.emf]UDM/HSS

1. Nudm_SDM_GET()

SMF+

PGW-C

2. Nudm_SDM_Subscribe

PCF

4. SM Policy Association Establishment

3. Nudm_UECM_AllocatePDUID ()

PDN connection 

release

6. Nudm_UECM_DeRegistratiom

5. Nudm_UECM_Registration (SUPI, PDU ID)


Figure 3. Dedicated service operation
In this solution, a new service operation is defined, e.g. Nudm_UECM_AllocatePDUID(). The pro is not impacting the existing service operation logic, i.e. Registration with UDM occurs after SMF creates policy association with the PCF. 

In the step 3, the SMF+PGW-C requests the UDM to allocate the PDU session ID.

In the 24.007, it clarify:

“Values 64 up to and including 95 are used by the core network as specified in TS 29.571 [37] and are unavailable for future usage in NAS.”

To avoid the value overlap, the UDM allocation can start from 96 for the PDU session ID.
After step 3, the UDM shall record the allocated PDU session ID to avoid the duplication.
When the PDN connection is released, the SMF+PGW-C invoke the Nudm_UECM_DeAllocatePDUID or Nudm_UECM_DeRegistration to release the PDU session ID assigned by UDM.

2.
Migration from and interworking with existing solution where SMF allocated PDU SID
This clause refers only to a deployment where UE(s) not supporting 5G NAS can have their PDN connections served by a SMF+PGW-C
	#
	SMF
	UDM
	Comment

	1
	old
	old
	SMF allocates PDU SID. This deployment cannot handle the CT-3 scenario. Duplicate PDU SIDs may be allocated to the UE.

	2
	old
	new
	Same as above. SMF never requests the UDM for PDU SID. 

	3
	new
	old
	SMF determines from the NRF or based on configuration that the UDM does not support the new service. Hence, SMF continues to allocate PDU SID as in Rel-16. Duplicate PDU SIDs may be allocated to the UE.

	4
	new
	new
	UDM allocates PDU SID. The deployment handles the scenario from CT-3.


We see from the table above that the new solution works when both the SMF and UDM have been upgraded. When either or none of them have been upgraded, the Rel-16 solution where the SMF allocated PDU SID based on EPS bearer ID is used. 

Mixed scenario: New UDM and some SMFs are REL-16 (SMF-1a), and some SMFs support the feature (of requesting a PDU Session Id from UDM) (SMF-2a).

Here SMF-1a will allocated PDU SID from the range 64-80 whereas for PDU Session anchors on SMF-2a the PDU SIDs will be allocated by the UDM in the range 80-95. 

However, this still does not solve the following scenario where there are two (or more) Rel-16 SMFs, SMF-1a and SMF-1b.
1. UE Creates PDN Connection with SMF-1a. SMF-1a allocates PDU SID = 5+64=69.

2. UE hands over the PDN connection to ePDG.

3. UE created a new PDN connection, which is then anchored at SMF-1b. SMF-1b allocates PDU SID = 5+64=69. There is PDU SID clash.
Hence, it is suggested that for deployment where UE(s) not supporting 5G NAS can have their PDN connections served by a SMF+PGW-C, all the interworking SMFs (SMF+PGW-C) are upgraded to support the feature (of requesting a PDU Session Id from UDM).
2. Proposal

It is proposed to endorse the following:
Proposal 1: Take the UDM based solution as way forward using solution 2 above (new UDM service to allocate PDU Session ID).
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